
system in c language

system in c language is a powerful function that allows C programs to execute
shell commands or external programs directly from within the code. This
feature provides C programmers with the flexibility to interact with the
operating system, automate tasks, and extend the capabilities of their
applications. Understanding how the system function works, its syntax, return
values, and use cases is essential for effective programming in C.
Additionally, knowledge of its advantages, limitations, and security
considerations ensures proper and safe usage. This article explores the
system function in C language comprehensively, covering its definition,
usage, practical examples, and best practices to help developers integrate
system-level commands seamlessly into their C programs.
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Overview of the system Function in C
The system function in C language is part of the standard library, declared
in the stdlib.h header. It enables the execution of operating system commands
or scripts by passing a command string to the host environment's command
processor or shell. This functionality bridges the gap between C applications
and the underlying operating system, making it possible to perform tasks such
as file manipulation, program execution, and system configuration directly
from a C program.

System calls like system are crucial for scenarios where certain
functionalities are more efficiently or easily handled by the operating
system rather than implementing them purely in C. The system function acts as
a wrapper around the shell command interpreter, which varies depending on the
operating system (e.g., CMD on Windows, Bash on Unix/Linux).



Syntax and Usage of system in C
The syntax of the system function is straightforward and easy to implement.
It takes a single argument, which is a string containing the command to be
executed by the shell. If NULL is passed, the function checks for the
presence of a command processor.

Function Prototype
The function prototype is:

int system(const char *command);

Here, command is a pointer to a null-terminated string containing the command
to be executed.

Basic Usage
To use system, include the standard library header stdlib.h and call the
function with the desired command string.

Execute a shell command like listing directory contents.

Run external programs or scripts.

Perform system-level operations such as shutdown or reboot commands
(where permitted).

Return Values and Error Handling
The system function returns an integer value that provides information about
the execution status of the command. Proper handling of this return value is
important for robust programming.

Return Value Details
When a non-NULL command string is passed, the return value typically
indicates the termination status of the command executed by the shell:

A value of -1 means that the system call itself failed (e.g., unable to
create a child process).

Other return values are system-dependent but often encode the exit
status of the command. For example, on Unix-like systems, the return



value can be analyzed using macros like WIFEXITED and WEXITSTATUS.

Handling NULL Argument
If the command argument is NULL, the function returns a non-zero value if a
command processor is available, otherwise zero. This can be used to check if
the system supports command execution.

Practical Examples of Using system in C
Language
Using the system function effectively involves understanding how to format
command strings and interpret results. The following examples demonstrate
common use cases.

Executing a Simple Command
The classic example is to display the current directory contents:

system("dir");  // Windows

system("ls -l");  // Unix/Linux

Running an External Program
You can launch other executables or scripts:

system("python myscript.py");

This runs a Python script from within the C program.

Using system to Automate Tasks
Commands can be chained or complex shell operations can be passed:

system("mkdir new_folder && cd new_folder && touch file.txt");

This example creates a folder, changes into it, and creates an empty file.



Advantages and Limitations of system Function
The system function offers several benefits but also comes with inherent
limitations that programmers must consider.

Advantages

Simplicity: Easy to use for quick execution of commands without complex
process management.

Portability: Available in standard C libraries across platforms.

Flexibility: Executes any command permitted by the shell, providing
access to a wide range of system utilities.

Limitations

Security Risks: Passing untrusted input can lead to command injection
vulnerabilities.

Limited Control: No direct access to standard input/output of the
executed command.

Performance Overhead: Spawns a new shell process, which can be
inefficient for frequent calls.

Portability Issues: Command syntax and availability may vary across
operating systems.

Security Considerations When Using system in C
Because the system function executes shell commands, improper usage can
expose applications to serious security vulnerabilities, primarily command
injection attacks. It is crucial to understand the risks and implement
safeguards.

Risks of Command Injection
When user input is incorporated into command strings without proper
validation or sanitization, attackers can inject malicious commands that the
operating system will execute. This can lead to unauthorized system access,



data breaches, or system damage.

Mitigation Strategies

Input Validation: Rigorously check and sanitize all user inputs included
in command strings.

Avoid system When Possible: Use safer alternatives such as process
control functions (fork, exec) that do not invoke the shell.

Use Escaping: Properly escape special characters to prevent command
injection.

Limit Permissions: Run programs with the least privileges necessary to
minimize potential damage.

Best Practices for Using system in C Programs
Following best practices ensures that the use of the system function in C
programs is safe, efficient, and effective.

Use Explicit Commands
Always specify full paths to executables when possible to avoid relying on
the system’s PATH environment variable, which may be manipulated.

Handle Return Values
Check and interpret the return value of the system function to detect errors
and take appropriate action.

Limit Usage Scope
Use the system function only when necessary and avoid frequent or repetitive
calls to reduce overhead.

Prefer Safer Alternatives
Where feasible, use direct process creation functions like fork and exec on
Unix/Linux or CreateProcess on Windows for better control and security.



Sanitize Inputs Thoroughly
Never pass unchecked external input directly to the system function. Use
validation, whitelisting, or parameterized methods to build commands.

Frequently Asked Questions

What is the purpose of the system() function in C?
The system() function in C is used to execute a shell command from within a C
program. It passes the command to the host environment's command processor to
be executed.

How do you use the system() function to execute a
command in C?
You use system() by including <stdlib.h> and calling system("command"); where
"command" is a string representing the shell command you want to run, for
example, system("ls -l"); to list files in Unix/Linux.

What header file must be included to use the
system() function in C?
To use the system() function, you must include the <stdlib.h> header file in
your C program.

What does the return value of the system() function
indicate?
The return value of system() indicates the termination status of the executed
command. A return value of -1 indicates an error in executing the shell,
otherwise it returns the exit status of the shell command executed.

Are there any security concerns when using the
system() function in C?
Yes, using system() can be risky if untrusted input is passed as the command
string, as it may lead to command injection vulnerabilities. It's important
to sanitize inputs or use safer alternatives when executing shell commands.

Additional Resources
1. “Advanced C Programming: System-Level Concepts and Applications”
This book delves into advanced topics of C programming with a focus on



system-level programming. It covers memory management, file handling, and
process control, providing practical examples to demonstrate how C interacts
with the operating system. Ideal for programmers looking to deepen their
understanding of system programming in C.

2. “System Programming in C: A Practical Approach”
Designed for both students and professionals, this book offers a
comprehensive guide to system programming using the C language. Topics
include system calls, interprocess communication, and device drivers. The
hands-on approach ensures readers gain practical experience in writing
system-level code.

3. “Mastering Linux System Programming with C”
Focusing on Linux environments, this title explores system programming
concepts such as process management, threading, and synchronization
primitives. It provides detailed explanations and code examples that help
readers master the intricacies of Linux system calls and libraries in C.

4. “Embedded Systems Programming in C”
This book bridges the gap between C programming and embedded systems
development. It covers hardware interfacing, real-time operating systems, and
low-level device control. Readers will learn how to write efficient and
reliable system code for embedded applications using C.

5. “Unix System Programming in C”
A classic reference for programmers working with Unix systems, this book
introduces the fundamentals of Unix system calls, file systems, and process
management. It emphasizes practical examples and best practices for writing
robust system programs in C.

6. “C Programming for System Administrators”
Targeted at system administrators, this book teaches how to automate and
manage system tasks using C. It covers scripting, system monitoring, and log
file analysis through C programs that interface directly with the operating
system. This guide empowers administrators to create custom tools for system
management.

7. “The C Programmer’s Guide to System Calls”
This book offers an in-depth study of system calls available in C across
various operating systems. It explains how to use them effectively for file
manipulation, process control, and networking. With numerous examples, it
helps programmers understand the bridge between user programs and the kernel.

8. “Real-Time Systems Programming in C”
Focusing on real-time applications, this book covers the challenges and
techniques of programming systems that require timely and deterministic
behavior. It includes topics such as real-time scheduling, interrupt
handling, and communication in C. Readers will gain valuable insights into
developing reliable real-time systems.

9. “System-Level Debugging and Profiling in C”



This practical guide teaches how to debug and profile system-level C programs
efficiently. It covers tools and techniques for identifying performance
bottlenecks, memory leaks, and concurrency issues. Essential for developers
aiming to optimize and maintain complex system software written in C.
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  system in c language: Linux System Programming Robert M. Love, UNIX, UNIX LINUX &
UNIX TCL/TK. Write software that makes the most effective use of the Linux system, including the
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system level, and this book helps you focus on everything above the kernel, where applications such
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illustrations. Problems and their suggested solutions are provided at the end of each chapter.
Further readings and a list of references conclude each chapter.These volumes are self-contained
and may be used as textbooks for an introductory course on system software and for a course on
operating system. However, a broad spectrum of professionals in computer science will benefit from
it.
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interfaces directly with the kernel and core system libraries, including the shell, text editor,
compiler, debugger, core utilities, and system daemons. The majority of both Unix and Linux code is
still written at the system level, and Linux System Programming focuses on everything above the
kernel, where applications such as Apache, bash, cp, vim, Emacs, gcc, gdb, glibc, ls, mv, and X exist.
Written primarily for engineers looking to program (better) at the low level, this book is an ideal
teaching tool for any programmer. Even with the trend toward high-level development, either
through web software (such as PHP) or managed code (C#), someone still has to write the PHP
interpreter and the C# virtual machine. Linux System Programming gives you an understanding of
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core internals that makes for better code, no matter where it appears in the stack. Debugging
high-level code often requires you to understand the system calls and kernel behavior of your
operating system, too. Key topics include: An overview of Linux, the kernel, the C library, and the C
compiler Reading from and writing to files, along with other basic file I/O operations, including how
the Linux kernel implements and manages file I/O Buffer size management, including the Standard
I/O library Advanced I/O interfaces, memory mappings, and optimization techniques The family of
system calls for basic process management Advanced process management, including real-time
processes File and directories-creating, moving, copying, deleting, and managing them Memory
management -- interfaces for allocating memory, managing the memory youhave, and optimizing
your memory access Signals and their role on a Unix system, plus basic and advanced signal
interfaces Time, sleeping, and clock management, starting with the basics and continuing through
POSIX clocks and high resolution timers With Linux System Programming, you will be able to take
an in-depth look at Linux from both a theoretical and an applied perspective as you cover a wide
range of programming topics.
  system in c language: System Programming in Linux Stewart Weiss, 2025-10-14 Learn to
write real Linux software—not just run it. Most programmers never learn how Linux really works.
Why? Because system programming is rarely taught, and the tools can be intimidating without the
right guidance. As a result, many developers stick to high-level languages and frameworks—writing
code that runs on Linux without understanding how it interacts with Linux. In today’s world, that’s
not enough to stand out. Especially as more companies turn to AI to write their software, the
question becomes: How do you stay relevant in an AI-driven world? You learn how things really
work. If you’ve ever wondered how processes are created, how memory and files are managed, or
how programs communicate in a Unix environment, System Programming in Linux will make it all
make sense. This is a hands-on guide to writing software that interfaces directly with the Linux
operating system. You’ll go beyond shell commands and abstractions to understand what the kernel
is doing—and how to leverage it through your own code. Rather than telling you how to solve each
problem, Professor Stewart N. Weiss guides you through the process of discovering the solution
yourself. Start with the core concepts of Unix and Linux, then work your way up to advanced topics
like process control, signals, interprocess communication, threading, and non-blocking I/O. Each
chapter includes conceptual diagrams, annotated source code, and practical projects to help you
immediately apply what you’ve learned. You’ll explore topics such as: The structure of Unix and
Linux operating systems—and why it matters Using system calls to create and manage processes
The mechanics of signals, timers, and interprocess communication Using synchronization tools to
write multithreaded programs Interacting with filesystems, devices, and terminals Building
text-based user interfaces using ncurses Developing programs that are robust, efficient, and
portable At Hunter College, Professor Weiss built the course this book is based on, and he has
helped thousands of students go from confusion to confidence in his over 40 years of teaching
programming. His clear, conversational style; technical depth; and focus on real-world application
make this one of the most approachable and powerful system programming books available. As
Linux continues to dominate development, server, and embedded environments, understanding the
system behind your software isn’t just helpful; it’s essential. Whether you’re a student, developer, or
sysadmin, this book gives you the tools to work directly with Linux and the insight to understand
what’s really happening under the hood.
  system in c language: ABCs of IBM z/OS System Programming Volume 2 Lydia Parziale,
Guillermo Cosimo, Lutz Kuehner, IBM Redbooks, 2018-04-07 The ABCs of IBM® z/OS® System
Programming is a 13-volume collection that provides an introduction to the z/OS operating system
and the hardware architecture. Whether you are a beginner or an experienced system programmer,
the ABCs collection provides the information that you need to start your research into z/OS and
related subjects. If you want to become more familiar with z/OS in your current environment or if
you are evaluating platforms to consolidate your e-business applications, the ABCs collection can
serve as a powerful technical tool. This volume describes the basic system programming activities



related to implementing and maintaining the z/OS installation and provides details about the
modules that are used to manage jobs and data. It covers the following topics: Overview of the
parmlib definitions and the IPL process. The parameters and system data sets necessary to IPL and
run a z/OS operating system are described, along with the main daily tasks for maximizing
performance of the z/OS system. Basic concepts related to subsystems and subsystem interface and
how to use the subsystem services that are provided by IBM subsystems. Job management in the
z/OS system using the JES2 and JES3 job entry subsystems. It provides a detailed discussion about
how JES2 and JES3 are used to receive jobs into the operating system, schedule them for processing
by z/OS, and control their output processing. The link pack area (LPA), LNKLST, authorized
libraries, and the role of VLF and LLA components. An overview of SMP/E for z/OS. An overview of
IBM Language Environment® architecture and descriptions of Language Environment's full
program model, callable services, storage management model, and debug information. Other
volumes in this series include the following content: Volume 1: Introduction to z/OS and storage
concepts, TSO/E, ISPF, JCL, SDSF, and z/OS delivery and installation Volume 3: Introduction to
DFSMS, data set basics, storage management, hardware and software, catalogs, and DFSMStvs
Volume 4: Communication Server, TCP/IP, and IBM VTAM® Volume 5: Base and IBM Parallel
Sysplex®, System Logger, Resource Recovery Services (RRS), global resource serialization (GRS),
z/OS system operations, automatic restart management (ARM), IBM Geographically Dispersed
Parallel SysplexTM (IBM GDPS®) Volume 6: Introduction to security, IBM RACF®, Digital
certificates and PKI, Kerberos, cryptography and z990 integrated cryptography, zSeries firewall
technologies, LDAP, and Enterprise Identity Mapping (EIM) Volume 7: Printing in a z/OS
environment, Infoprint Server, and Infoprint Central Volume 8: An introduction to z/OS problem
diagnosis Volume 9: z/OS UNIX System Services Volume 10: Introduction to IBM z/Architecture®,
the IBM Z platform and IBM Z connectivity, LPAR concepts, HCD, and the DS Storage Solution
Volume 11: Capacity planning, performance management, WLM, IBM RMFTM, and SMF Volume 12:
WLM Volume 13: JES3, JES3 SDSF
  system in c language: System on Chip Design Languages Anne Mignotte, Eugenio Villar,
Lynn Horobin, 2013-04-17 This book is the third in a series of books collecting the best papers from
the three main regional conferences on electronic system design languages, HDLCon in the United
States, APCHDL in Asia-Pacific and FDL in Europe. Being APCHDL bi-annual, this book presents a
selection of papers from HDLCon'Ol and FDL'OI. HDLCon is the premier HDL event in the United
States. It originated in 1999 from the merging of the International Verilog Conference and the
Spring VHDL User's Forum. The scope of the conference expanded from specialized languages such
as VHDL and Verilog to general purpose languages such as C++ and Java. In 2001 it was held in
February in Santa Clara, CA. Presentations from design engineers are technical in nature, reflecting
real life experiences in using HDLs. EDA vendors presentations show what is available - and what is
planned-for design tools that utilize HDLs, such as simulation and synthesis tools. The Forum on
Design Languages (FDL) is the European forum to exchange experiences and learn of new trends, in
the application of languages and the associated design methods and tools, to design complex
electronic systems. FDL'OI was held in Lyon, France, around seven interrelated workshops,
Hardware Description Languages, Analog and Mixed signal Specification, C/C++ HW/SW
Specification and Design, Design Environments & Languages, Real-Time specification for embedded
Systems, Architecture Modeling and Reuse and System Specification & Design Languages.
  system in c language: Handbook of Research on Managerial Practices and Disruptive
Innovation in Asia Ordoñez de Pablos, Patricia, Zhang, Xi, Chui, Kwok Tai, 2019-08-30 Collaboration
in business allows for equitable opportunities and inclusive growth as the economy rises while also
permitting partnering organizations to adopt and utilize the latest successful practices and
management. However, a market in stasis may require a displacement in order to allow businesses
to grow and create new alliances and partnerships toward a shared economy. There is a need for
studies that seek to understand the necessity of market disruption and the best supervisory methods
for remaining relevant and profitable in a time of change. The Handbook of Research on Managerial



Practices and Disruptive Innovation in Asia is an essential reference source that explores successful
executive behavior and business operations striving toward a more inclusive economy. Featuring
research on topics such as employee welfare, brand orientation, and entrepreneurship, this
publication is ideally designed for human resources developers, policymakers, IT specialists,
economists, executives, managers, corporate directors, information technologists, and academicians
seeking current research focusing on innovative business factors and sustainable economies in Asia.
  system in c language: A Practical Guide to Red Hat Linux 8 Mark G. Sobell, 2003 Based on his
successful A Practical Guide to Linux, Sobell is known for his clear, concise, and highly organized
writing style. This new book combines the strengths of a tutorial and those of a reference to give
readers the knowledge and skills to master Red Hat Linux.
  system in c language: Model-Implementation Fidelity in Cyber Physical System Design
Anca Molnos, Christian Fabre, 2016-12-08 This book puts in focus various techniques for checking
modeling fidelity of Cyber Physical Systems (CPS), with respect to the physical world they represent.
The authors' present modeling and analysis techniques representing different communities, from
very different angles, discuss their possible interactions, and discuss the commonalities and
differences between their practices. Coverage includes model driven development, resource-driven
development, statistical analysis, proofs of simulator implementation, compiler construction,
power/temperature modeling of digital devices, high-level performance analysis, and code/device
certification. Several industrial contexts are covered, including modeling of computing and
communication, proof architectures models and statistical based validation techniques.
  system in c language: The Design and Implementation of the FreeBSD Operating
System Marshall Kirk McKusick, George V. Neville-Neil, Robert N.M. Watson, 2014-09-25 The most
complete, authoritative technical guide to the FreeBSD kernel’s internal structure has now been
extensively updated to cover all major improvements between Versions 5 and 11. Approximately
one-third of this edition’s content is completely new, and another one-third has been extensively
rewritten. Three long-time FreeBSD project leaders begin with a concise overview of the FreeBSD
kernel’s current design and implementation. Next, they cover the FreeBSD kernel from the
system-call level down–from the interface to the kernel to the hardware. Explaining key design
decisions, they detail the concepts, data structures, and algorithms used in implementing each
significant system facility, including process management, security, virtual memory, the I/O system,
filesystems, socket IPC, and networking. This Second Edition • Explains highly scalable and
lightweight virtualization using FreeBSD jails, and virtual-machine acceleration with Xen and Virtio
device paravirtualization • Describes new security features such as Capsicum sandboxing and GELI
cryptographic disk protection • Fully covers NFSv4 and Open Solaris ZFS support • Introduces
FreeBSD’s enhanced volume management and new journaled soft updates • Explains DTrace’s
fine-grained process debugging/profiling • Reflects major improvements to networking, wireless,
and USB support Readers can use this guide as both a working reference and an in-depth study of a
leading contemporary, portable, open source operating system. Technical and sales support
professionals will discover both FreeBSD’s capabilities and its limitations. Applications developers
will learn how to effectively and efficiently interface with it; system administrators will learn how to
maintain, tune, and configure it; and systems programmers will learn how to extend, enhance, and
interface with it. Marshall Kirk McKusick writes, consults, and teaches classes on UNIX- and
BSD-related subjects. While at the University of California, Berkeley, he implemented the 4.2BSD
fast filesystem. He was research computer scientist at the Berkeley Computer Systems Research
Group (CSRG), overseeing development and release of 4.3BSD and 4.4BSD. He is a FreeBSD
Foundation board member and a long-time FreeBSD committer. Twice president of the Usenix
Association, he is also a member of ACM, IEEE, and AAAS. George V. Neville-Neil hacks, writes,
teaches, and consults on security, networking, and operating systems. A FreeBSD Foundation board
member, he served on the FreeBSD Core Team for four years. Since 2004, he has written the “Kode
Vicious” column for Queue and Communications of the ACM. He is vice chair of ACM’s Practitioner
Board and a member of Usenix Association, ACM, IEEE, and AAAS. Robert N.M. Watson is a



University Lecturer in systems, security, and architecture in the Security Research Group at the
University of Cambridge Computer Laboratory. He supervises advanced research in computer
architecture, compilers, program analysis, operating systems, networking, and security. A FreeBSD
Foundation board member, he served on the Core Team for ten years and has been a committer for
fifteen years. He is a member of Usenix Association and ACM.
  system in c language: 2024-25 For All Competitive Examinations Computer Chapter-wise
Solved Papers YCT Expert Team , 2024-25 For All Competitive Examinations Computer Chapter-wise
Solved Papers 592 1095 E. This book contains 1198 sets of solved papers and 8929 objective type
questions with detailed analytical explanation and certified answer key.
  system in c language: Transputer Applications and Systems '93 Reinhard Grebe, 1993
Proceedings -- Parallel Computing.
  system in c language: Programming In C Language BHUPENDRA SINGH MANDLOI,
2019-03-26 This is a basic to advanced programming book.In this book i have written my 13 year of
experience which i have spent in basic and advanced language.I know that this is very different book
which is different from others.In the real world 90% people doing those task which is done by many
people,they not think for new own path which is will be very different from others.
  system in c language: Android System Programming Roger Ye, 2017-05-31 Build,
customize, and debug your own Android system Key Features Master Android system-level
programming by integrating, customizing, and extending popular open source projects Use Android
emulators to explore the true potential of your hardware Master key debugging techniques to create
a hassle-free development environment Book DescriptionAndroid system programming involves both
hardware and software knowledge to work on system level programming. The developers need to
use various techniques to debug the different components in the target devices. With all the
challenges, you usually have a deep learning curve to master relevant knowledge in this area. This
book will not only give you the key knowledge you need to understand Android system programming,
but will also prepare you as you get hands-on with projects and gain debugging skills that you can
use in your future projects. You will start by exploring the basic setup of AOSP, and building and
testing an emulator image. In the first project, you will learn how to customize and extend the
Android emulator. Then you’ll move on to the real challenge—building your own Android system on
VirtualBox. You’ll see how to debug the init process, resolve the bootloader issue, and enable various
hardware interfaces. When you have a complete system, you will learn how to patch and upgrade it
through recovery. Throughout the book, you will get to know useful tips on how to integrate and
reuse existing open source projects such as LineageOS (CyanogenMod), Android-x86, Xposed, and
GApps in your own system.What you will learn Set up the Android development environment and
organize source code repositories Get acquainted with the Android system architecture Build the
Android emulator from the AOSP source tree Find out how to enable WiFi in the Android emulator
Debug the boot up process using a customized Ramdisk Port your Android system to a new platform
using VirtualBox Find out what recovery is and see how to enable it in the AOSP build Prepare and
test OTA packages Who this book is for This book is for Android system programmers and
developers who want to use Android and create indigenous projects with it. You should know the
important points about the operating system and the C/C++ programming language.
  system in c language: Computerworld , 1988-10-24 For more than 40 years, Computerworld
has been the leading source of technology news and information for IT influencers worldwide.
Computerworld's award-winning Web site (Computerworld.com), twice-monthly publication, focused
conference series and custom research form the hub of the world's largest global IT media network.
  system in c language: RUDIMENTS OF COMPUTER SCIENCE JOYRUP BHATTACHARYA,
  system in c language: The TUXEDO System Juan M. Andrade, 1996 Without reaching the
level of a programmin gtext, this book discusses the background, architectural framework, and
motivation for the TUXEDO System, describes TUXEDO's features, and gives a tour through
TUXEDO's development and administrative facilities.
  system in c language: Social Computing Wanxiang Che, Qilong Han, Hongzhi Wang,



Weipeng Jing, Shaoliang Peng, Junyu Lin, Guanglu Sun, Xianhua Song, Hongtao Song, Zeguang Lu,
2016-07-30 This two volume set (CCIS 623 and 634) constitutes the refereed proceedings of the
Second International Conference of Young Computer Scientists, Engineers and Educators, ICYCSEE
2016, held in Harbin, China, in August 2016. The 91 revised full papers presented were carefully
reviewed and selected from 338 submissions. The papers are organized in topical sections on
Research Track (Part I) and Education Track, Industry Track, and Demo Track (Part II) and cover a
wide range of topics related to social computing, social media, social network analysis, social
modeling, social recommendation, machine learning, data mining.
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